**Terms and Conditions Guidelines for Identifying Risky Statements**

1. Collecting your device fingerprint
   1. "We collect device-specific information (such as your hardware model, operating system version, unique device identifiers, and mobile network information including phone number). Google may associate your device identifiers or phone number with your Google Account."
2. Deleting an account or content may result in information being retained
   1. “Youtube may retain, but not display, distribute or perform, services copies of your content that you have removed or deleted. ”
3. Account Deletion or Data Deletion can be authorised at any time for any reason
   1. “GitHub, in its sole discretion, has the right to suspend or terminate your account and refuse any and all current or future use of the Service, or any other GitHub service, for any reason at any time. Such termination of the Service will result in the deactivation or deletion of your Account or your access to your Account, and the forfeiture and relinquishment of all Content in your Account. GitHub reserves the right to refuse service to anyone for any reason at any time. ”
4. Indemnification from claims related to your account or your content
   1. You agree to indemnify SoundCloud from all claims resulting from any third party for infringement of copyright or invasion of privacy related to your content or any activity related to your account.
5. Ignoring the Do Not Track header
   1. We do not support the Do Not Track browser option.
6. Ability to change Terms and conditions at any time without notifying the user
   1. They can change the terms of service any time they see fit, even without notification to the user. Your use of the service supposedly constitutes acceptance of the changes in the terms.
7. Services tracking you on other websites
   1. This service uses cookies to track you even if you are not interacting with them directly. Amazon for instance, use [cookies](http://www.amazon.com/gp/help/customer/display.html/ref=hp_468496_cookies?nodeId=468496&#cookies) to track your device and serve targeted advertisements on other websites (Amazon associates, websites using Amazon Checkout).
8. Services requiring broad use of permissions
   1. When installing the Facebook app on an Android phone, it allows access to the audio record path and to take pictures with the camera. This allows the application at any time to collect images the camera is seeing.
9. Generally being careless with personal data
   1. Use of personal data in ads
      1. using personal information for targeted advertising
   2. Used to track you
      1. E.g. geographical information about your location
   3. Storing personal data anywhere in the world
   4. Distributing your personal information to third parties
      1. Facebook give personal details to 3rd Party by default
10. Allowing third parties to target you
    1. Although Amazon does not share your personal informaton to advertiers and other third-parties that display Amazon's ads, by default they enable third-party advertises to target you (IP, cookies or “other features”)